
Copyright Infringement Institutional Policies and 

Penalties 

Unauthorized distribution of copyrighted material, including peer-to-peer file sharing, 
may subject a student to civil and criminal liabilities. A summary of the penalties for 
violation of Federal copyright laws is listed below. 

Furthermore, students all students at Francis Tuttle Technology Center must complete 
an Acceptable Use Agreement that explains the institutional policies related to Internet 
use, including unauthorized peer-to-peer file sharing. Use of the District's networks, 
computers, software, and the Internet ("computer facilities") by Francis Tuttle 
students/customers must only be in support of educational objectives and/or 
educational research. 

Unacceptable Use for Francis Tuttle Students/Customers 

Unacceptable use of the Internet includes sending or receiving any material in violation 
of any federal, state, or local regulations. This includes, but is not limited to, copyrighted 
material, threatening material, obscene material, pornographic material, and/or material 
protected by trade secret. Students may not use the Internet to advertise products or 
promote political points of view. Deliberate attempts to vandalize, damage, disable or 
disrupt the property of the District, another individual, organization, or the network. 

Students who violate the policies in the Acceptable Use Agreement will be subject to 
disciplinary action, up to and including suspension/dismissal from the institution. 

The following activities involving use of Computer Facilities are expressly prohibited at 
Francis Tuttle: 

Security 
You may not: 

• Initiate unauthorized transmissions of District owned information.
• Use another person's User IDs or passwords.
• Use another person's files, system or data without permission
• Communicate any information concerning any password, identifying code,

personal identification number or other confidential information without the
permission of its owner or the controlling authority of the Computer Facility to
which it belongs.

• Use computer programs to decode passwords or access control information.
• Attempt to circumvent or subvert system security measures.
• Execute any form of network monitoring which will intercept data not intended for

the student.








